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PART A

Answer any twofull questions, each carries 15 marks.

a) Differentiate virtual circuit and datagram approach in packet switching.

b) What is OSI model? Explain the functions of different layers in it.

a) Explain the basic network topologies.

b) Explain Go-back N and selective repeat request protocol.

a) Describe TCP/P protocol suite.

b) Explain how collision is avoided in CSMA/CA method.

Marks

(5)

(10)

(7)

(8)

(7)

(8)

6

PART B

Answer any twofutt qaestions, each carries 15 marks.

a) Explain IPv4 header with a neat sketch. (7)

b) Explain Dijkstra's algorithm to find the shortest path between nodes using (8)

suitable example.

a) Illustrate the IPv4 logical addressing and its address classes.

b) What is subnet mask? How Class B subnetting is done?

a) Find the class, Net id and host id of the following IP addresses

(8)

(7)

(4)

i) rr2.23.4.2

ii) 170.6. r 8. r

iii) 198.67.91.8

iu) 222.11.88.99

b). Desoribe how a newly arriving host in an

address using DHCP protocol.

c) Explain any one of the routing protocols.

organization will be assigned an IP (4)
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7 a) What are the different congestion control mechanisms adopted by tranryort layer? (10)

nescriUe different cloeed loop eongestion control methods.

b) Explain the eansport-layermultiplexing and demultiplexing. (5)

. c) Explain UDP datagram format. (5)

8 a) Explain opan loop and elosd loop co*6est?orr $uiffi tnechanisms. (10)

b) IllllsFate the purpose of firewall in networking. Write notes on pr@ry d#ct (5)

filterEd firewall
. .) Explain the two modes of operation of IPSec. (5)v

L 9 a) What is quality of ssvice (QoS) ard flow characteristics? Explain dfu (10)I

b, ilTJ-TJ::fi::,':::T::ding securityatthetransportrayer. (5)

c) Diff€rentiate packet-filer firewall andproxy-based firewall. (5)
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